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White House Order to Establish New Cybersecurity Policies - WaPo, 10/07 - The White House will issue Friday an executive order on computer security to prevent breaches of the sort that occurred with the release last year of hundreds of thousands of classified documents to the Web site WikiLeaks.  The order, coinciding with National Cybersecurity Month, replaces an outdated policy predating the Obama administration and caps a seven-month review of procedures for handling classified information.
FBI To Launch Nationwide Facial Recognition Service – NextGov, 10/07 – The FBI by mid-January will activate a nationwide facial recognition service in select states that will allow local police to identify unknown subjects in photos, bureau officials told Nextgov.
Calif. Governor Veto Allows Warrantless Cellphone Searches - Wired, 10/10 – California Gov. Jerry Brown is vetoing legislation requiring police to obtain a court warrant to search the mobile phones of suspects at the time of any arrest.  The Sunday veto means that when police arrest anybody in the Golden State, they may search that person’s mobile phone – which in the digital age likely means the contents of that persons’ e-mail, call records, text messages, photos, banking activity, cloud-storage services, and even where the phone has traveled.
US Crime Predicting Technology Tests Draw Minority Report Comparisons - Telegraph (UK), 10/10 - Using cameras and sensors the “pre-crime” system measures and tracks changes in a person’s body movements, the pitch of their voice and the rhythm of their speech.  It also monitors breathing patters, eye movements, blink rate and alterations in body heat, which are used to assess an individual’s likelihood to commit a crime.
Web Companies Fight Court Orders Seeking Customer Info in Federal Probe of Wikileaks - FOXNews, 10/10 – A small California-based Internet provider is the second company to confirm it fought back against a court demanding a customer’s account information as part of a criminal investigation into the release of documents by WikiLeaks.  
Privacy Study: Top U.S. Websites Share Visitor Personal Data – WSJ, 10/11 – A study released Tuesday shows that 45% of the top 185 U.S. websites transmit identifying details about their visitors to at least four outside websites.  The data transmitted was primarily a “username” – which is the name a person uses to log into a website – or a user ID assigned by the website to a user.  
Our Future: Empty Pockets, Except for our Phones – CNN, 10/10 – Here’s a Googley vision for the future:  “We definitely hope one day you can walk out of the house with your phone in your hand – and nothing else,” said Marc Freed-Finnegan, the company’s product manager for Google Wallet.
Chinese Military Mobilises Cybermilitias - FT, 10/12 - Nanhao Group is, in many ways, an ordinary technology company.  Its staff make online scoring systems, exam-marking scanners and other educational hardware and software.  But many of its 500 employees in Hengshui, just south-west of Beijing, have a second job.  Since 2005 Nanhao has been home to a cybermilitia unit organized by the People’s Liberation Army.
Postal Service's 'Welcome Kit' Raises Privacy Concerns - Wash Times, 10/12 – It might have been the first piece of mail you got after your recent move.  And if you’re still unpacking, look for it.  You can’t miss it.  It’s the “welcome kit” from the U.S. Postal Service – stuffed into the mailboxes of tens of millions of Americans who have filled out change-of-address forms.
